How to fix Zscaler HTTPS connection untrusted issues in Firefox

If you get this message, follow the step on the pages below:

A

This Connection is Untrusted

You have asked Firefox to connect securely to www3.gotomeeting.com, but we can't confirm that
your connection is secure.

Normally, when you try to connect securely, sites will present trusted identification to prove that you
are going to the right place. However, this site's identity can't be verified.

What Should I Do?

If you usually connect to this site without problems, this error could mean that someone is trying to
impersonate the site, and you shouldn't continue.

[ Get me out of here! ]

Technical Details

I Understand the Risks



1. Delete the old certificate
| Options ‘i[[
: : \

’—_g ~
EI D F = 6 @ Certificate Manager E@E
General  Tabs  Content Applications Privacy Security  Sync Advanced/
— i Authorities
General I Data Choices I Networkl Update@emfl(atg | dous Celtlﬁcatesl People I S | | Othersl
. You have certificates on file that identify these certificate authorities:
When a server requests my personal certificate:
@ Select one automatically () Ask me every time Certificate Name Security Device &=
Wells Fargo Root Certificate Authority Builtin Object Token a
7 _ L _ _ 4 Wells Fargo WellsSecure
Vnew Cemﬁcat l Yalidation ] [ Sccurity Doviess WellsSecure Public Root Certificate Author... Builtin Object Token
aWISeKey
OISTE WISeKey Global Root GA CA Builtin Object Token Del
4aXRamp Security Services Inc elete me
XRamp Global Certification Authority Builtin Object Token
aZscaler Inc. =
scaler Intermediate Root CA Software Security Device 3
1. Click on view certificates N Zscaler Inc. Root CA Software Security Device
2. Delete/Distrust all zscaler certificates [ " l [ it Troet ] [ oort l [ Eoor ] [ Delete or Distrot ] |
. View... Edit Trust... Import... xport... Delete or
3. Download the new certificate from - -
http:/tinyurl.com/newzscalercert
4. MUST Close the browser

dentification.

E Add Exception_

| ok || cancel || mHep |




2. Import the new certificate
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3. Open the certificates authorities again -

find the zscaler certificate, edit trust and tick as below.

.
Downloading Certificate

You have been asked to trust a new Certificate Authority (CA).

Trust this CA to identify email users.
Trust this CA to identify software developers.

procedures (if available).

View Examine CA certificate

Tick this one!

Before trusting this CA for any purpose, you should examine its certificate and its policy and

OK

Cancel




